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Introduction Sample of Consumer lIoT Devices We Have in Our Lab

Internet of Things (loT) devices are found everywhere, including in our
homes, In healthcare, in education, and for entertainment.

Cameras Vehicles and Drones Children Toys Things & Hubs

As our lives become more dependent on these systems, their security
and privacy practices is a growing concern.

This poster summarizes our study of security practices in a variety of
consumer Internet of Things (loT) devices [1-4] & proposes new sensor-
assisted security protections against various attack strategies [3]. Figure 1. loT devices we considered
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