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Our recent contributions: CVE-2017-3209, CVE-2017-8865/66/67. Figure 3. Extracting root password---hard-coded---in the firmware.

Security and Privacy for Drones Internet Connected Smart Toys

We discovered and reported vulnerability: CVE-2017-3209
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